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Hew Strachan, the preeminent military histo-
rian at Oxford, stated in a lecture delivered 
in 2006 that one of our most serious prob-

lems today is that we do not know what war is. He put 
his finger on a critical shortfall in Western thinking 
about security:

If we are to identify whether war is changing, 
and—if it is—how those changes affect interna-
tional relations, we need to know first what war is. 
One of the central challenges confronting inter-
national relations today is that we do not really 
know what is a war and what is not. The conse-
quences of our confusion would seem absurd, 
were they not so profoundly dangerous.1

The larger problem is that the U.S. has a strategic 
culture that does not appreciate history or strategy, 
nor does it devote sufficient attention to the breadth 
of adversaries facing it and the many different forms 
that human conflict can take. Many current crit-
ics of U.S. policy or strategy in the Middle East or 
Asia bemoan the aimless state of strategy and poli-
cy. While there are deficiencies in U.S. planning and 
strategy processes, the larger intellectual challenge 
is a blinkered conception of conflict that frequently 
quotes the great Prussian soldier Clausewitz with-
out realizing the true essence of his theory and how 
it applies to the ever evolving, interactive phenome-
non we call “war.” Moreover, the U.S. national secu-
rity establishment too often fails to understand 

opponents, their strategic cultures, and their own 
unique conceptions of victory and war.

Current perceptions about the risks of major war, 
our presumed preponderance of military power, 
a flawed understanding of irregular war, and our 
ingrained reliance on technological panaceas like 
precision-guided munitions (PGMs) and drone war-
fare make serious defense planning ever harder. This 
misunderstanding afflicts the military as much as it 
does political elites and the general public. At least 
three consequences can be expected from a flawed 
grasp of contemporary conflict:

 l Unreasonable political and public expectations 
for quick wins at low cost,

 l An overly simplistic grasp of the application of 
blunt military power and what it will supposedly 
achieve, and

 l Naïve views of both adversaries and the context 
for conflict.

As our own recent history shows, however, the 
reality is much more complex. War is seldom so 
clear-cut, and “victory” is far more elusive in reali-
ty. The vast majority of conflicts are seldom as pre-
cise or as free of casualties or political frustrations 
as we tend to remember. We prefer Operation Desert 
Storm (1991) as a simple and satisfying war. It pitted 
good against evil, and its conclusion was decisive, 
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albeit not as decisive as World War II. But most con-
flicts are messy, relatively ill-defined in scope and by 
objective, with an array of actors, and unsatisfying 
in outcome.

The conflict spectrum includes a range of activ-
ities to which students and practitioners of war 
refer when attempting to characterize a given con-
flict by participants, methods, level of effort, types 
of forces, levels of organization or sophistication, 
etc. As should be expected in any attempt to define 
aspects of something as complex as war, there is 
ample debate over characterizations and definitions, 
whether one form of war is more or less complex 
than any other, or whether war can be so neatly cat-
egorized as to subdivide it along a spectrum in the 
first place. Debates over supposedly “new” and gen-
erational wars are common today in academic cir-
cles, and the prevalence of irregular wars is increas-
ingly recognized.2

Generally speaking, large-scale conventional 
war is rather easy to understand. The term evokes 
images of tank battles, artillery barrages, planes 
bombing targets, and large masses of men clashing 
in battle as depicted in countless movies and books. 
Similarly, discussions of counterinsurgency (COIN) 
and stability operations often need little clarifica-
tion given U.S. involvement in such operations for 
nearly 14 years in the larger Middle East and Central 
Asia regions.

Over the past decade, however, other terms have 
entered the lexicon of national security and defense 
analysts as they have attempted to describe conflicts 
that fall short of conventional war but are some-
thing substantively different from COIN and sta-
bility operations. What follows are descriptions of 
these other types in order to draw out and clarify the 
range variation of conflicts we face in the contempo-
rary security environment.

Gray Zone Conflicts and Ambiguous Warfare
Recently, there has been a good deal of discussion 

about “gray zone” conflicts. This term appears in the 
2010 Quadrennial Defense Review (QDR) and has 
also been reflected in official Japanese government 
documents.3 The term captures deliberate multidi-
mensional activities by a state actor just below the 
threshold of aggressive use of military forces. In 
such conflicts, adversaries employ an integrated 
suite of national and subnational instruments of 
power in an ambiguous war to gain specified stra-
tegic objectives without crossing the threshold of 

overt conflict. Adversaries may employ proxy forc-
es to increase the level of military power being used 
without losing deniability.

Examples of recent gray zone conflicts include 
China’s assertive behaviors in the South China Sea, 
sometimes referred to as “salami slicing tactics” by 
which they carefully erode the existing interna-
tional order and attempt to change the norms of 
international behavior and assert their preferred 
reinterpretation of existing laws and rules of the 
road.4 China’s diplomatic assertions, information 
announcements, and deliberate use of fishery/mar-
itime security forces to assert sovereignty in and 
around contested shoals and islands in the Pacific 
constitute a good case study in deliberately deni-
able acts of aggression. Russia appears to be follow-
ing similar tactics in numerous countries, a form of 

“Simmering Borscht” by Russian officials seeking to 
extend Moscow’s sphere of influence without trig-
gering an armed response by Western Europe or the 
United States.

Both cases clearly demonstrate that states that 
lack the capability to gain their strategic objectives 
with conventional means can find ways to erode 
the international order or to paralyze responses by 
other states through ambiguously aggressive actions. 
They also demonstrate that states that do possess 
the necessary conventional means may determine 
that their objectives can be achieved without resort-
ing to conventional war and that this “gray zone” of 
war may actually suit their purposes better. These 
countries seem to recognize that U.S. strategic cul-
ture conceptualizes war and peace as two distinc-
tive conditions—a perspective that is not held by 
other cultures.

Gray zone conflicts are aimed at a gap in our intel-
lectual preparation of the battlespace and a seam in 
how we think about conflict. As noted by defense 
policy veteran Nadia Schadlow:

By failing to understand that the space between 
war and peace is not an empty one—but a land-
scape churning with political, economic, and 
security competitions that require constant 
attention—American foreign policy risks being 
reduced to a reactive and tactical emphasis on 
the military instrument by default.5

Senior U.K. officials have articulated the need to 
counter what they call ambiguous warfare. The rel-
evance of this term can be seen in Russia’s seizure of 
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Crimea, as Moscow’s planned actions were deliber-
ately enacted to obscure attribution to Moscow and 
to paralyze or delay Western responses. But Russia’s 
activities in eastern Ukraine, where over 7,000 fatal-
ities and sizable battles have occurred, are anything 
but ambiguous: Russian forces, Spetsnaz advisers, 
armor, and artillery are employed there in direct 
support of Russian separatists. It is neither masked 
nor concealed.

The war in eastern Ukraine is not just a proxy 
war; it is a combination of advanced military assets 
with irregular forces, propaganda, and coercion of 
the civilian population. Vladimir Putin may elect to 
disavow these forces, promulgate new laws making 
any public notice of Russian casualties illegal, and 
cremate the bodies of his fallen soldiers to avoid 
revealing the depth and mounting costs of Russian 
involvement, but none of this makes the conflict 
anything other than a Russian operation.

Russia’s larger set of activities against the West 
do not involve warfare as the U.S. has tradition-
ally defined it. Moreover, “warfare” connotes a 
defense-centric response or a principal responsi-
bility in solely military terms. Thus, “gray zone” or 

“ambiguous conflicts” are better terms that convey 
the complex nuances of such conflicts.

Irregular Wars
Irregular wars can be fought by states but gener-

ally involve non-state actors using sub-conventional 
capabilities including ambushes, raids, and minor 
attacks. Existing U.S. doctrine defines irregular 
warfare as a violent struggle among state and non-
state actors for legitimacy and influence over the 
relevant populations.6 U.S. defense efforts in irreg-
ular warfare can include counterterrorism; uncon-
ventional warfare; foreign internal defense; coun-
terinsurgency; and stability operations that, in the 
context of irregular warfare, involve establishing or 
reestablishing order in a fragile state or territory.7

Irregular warfare is characterized by indirect 
and asymmetric approaches that avoid direct and 
risky confrontations with strong forces. The goal 
for an irregular force is to erode its adversary’s 
power, legitimacy, and will. Such conflicts are usual-
ly drawn out or protracted in time. They can include 
insurgencies, counterinsurgencies, terrorism, and 
counterterrorism. Modern cases of irregular war-
fare increasingly include activities that we tradition-
ally characterize as criminal behavior, and trans-
national criminal organizations may be present in 

such conflict. The level of violence in irregular wars 
can be low but can flare quickly with attacks or acts 
of terrorism.

These conflicts are well above the more indi-
rect and less violent levels seen in gray zone con-
flicts but below the threshold of conventional war 
where armor, artillery and airpower assets are 
employed with greater degrees of integration and 
violence between combatants. The Islamic State or 
Daesh represents the high end of an irregular adver-
sary, with high levels of adaptability and increasing 
lethality.8

Terrorism is a subset of irregular warfare. Ter-
rorism is often a label assigned to certain types of 
armed groups rather than an accurate description 
of their mode of war. The official definition found in 
Title 22 of the U.S. Code provides that terrorism is 

“premeditated, politically motivated violence perpe-
trated against noncombatant targets by subnational 
groups or clandestine agents.”9 It could be a tactic of 
a revolutionary movement, or it could be the strate-
gy of choice for a small cell of zealots.

There is widespread consensus in the securi-
ty field that the democratization of lethal means of 
conflict will embolden small networks or even indi-
viduals to greater violence.10 Not much more than a 
decade ago, several forecasters projected a new age 
in ultra or catastrophic terrorism in which terror-
ists would attempt to kill thousands of Americans in 
a single day.11 They were routinely ignored until 9/11. 
Politically motivated violence against innocent non-
combatants has continued to evolve, with increasing 
numbers of large-scale attacks occurring in several 
ongoing conflicts, most of which are centered in civil 
wars. U.S. intelligence officials believe such conflicts 
(Nigeria, Libya, Yemen, Syria, and Iraq) constitute a 
major near-term threat to our interests.12

The past few years have seen a significant rise 
in terrorist attacks and fatalities.13 Much of this 
increase is connected to Islamic extremists.14 The 
U.S. government–sponsored National Consortium 
for the Study of Terrorism and Responses to Terror-
ism (START) reported some 8,400 terrorist attacks 
in 2012, with 15,400 fatalities.15 The aggregate of 
fatalities is also increasing, as these attacks pro-
duced more than 17,800 deaths and 32,500 injuries 
in 2013.16

In 2014, the number of terrorist attacks jumped 
35 percent, to 13,500, while the number of fatali-
ties soared 81 percent, to 33,000.17 The majority of 
these attacks (60 percent) occurred in five countries 
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(Iraq, Pakistan, Afghanistan, India, and Nigeria), 
and almost 80 percent of fatalities from terrorist 
attacks also took place in five countries (Iraq, Nige-
ria, Afghanistan, Pakistan, Syria). Over 9,000 peo-
ple were kidnapped, representing a 300 percent 
increase. The most significant increase was in large-
scale attacks (those that kill over 100 people), which 
jumped tenfold from two to 20.18 (For the most vio-
lent states and global totals for 2014, see Table 1.)

Al-Qaeda’s evolving but persistent threat is just 
one element in this projection.19 There is no doubt 
that the core of the old al-Qaeda has been trans-
formed.20 Some analysts contend that it has a better 
strategy, deeper bench, greater resilience or dexter-
ity, more appeal, and higher amounts of sanctuary 
than imagined.21 As START Executive Director Wil-
liam Braniff has noted, “groups generally associated 
with al-Qa’ida remain the most lethal groups in the 
world.”22 Worse, ISIS is competing with al-Qaeda for 
influence, assets, and recruits and is more nuanced 
in how it employs violence and combines terrorism, 
repression, and services.23

Violence is not limited to the Middle East or 
South Asia. Boko Haram, for example, is considered 
responsible for over 10,000 deaths since 2001. It 
was designated a terrorist organization by the U.S. 
Department of State in 2013. Recent congressional 
reports have highlighted this group’s linkages to 
al-Qaeda and potential for direct threats to Ameri-
can interests.24 Its leader, Abu Bakr Shekau, pledged 

allegiance to Islamic State emir Abu Bakr al Bagh-
dadi in March 2015.25 Boko Haram’s grisly campaign 
includes a suicide attack on a U.N. building in Abuja 
in 2011, repeated attacks that have killed dozens of 
students, and the kidnapping of 250 girls in 2014.26

To help the reader, a construct for a spectrum of 
conflict is presented in Figure 1.

Hybrid Wars
Building on Marine General Charles Krulak’s 

depiction of future wars as the “stepchild[ren] of 
Chechnya,”27 U.S. Marine analysts identified trends 
suggesting deliberate efforts to blur and blend meth-
ods of war. This forecasted convergence evolved into 
a theory of hybrid threats.28 The projection was borne 
out by the example of Hezbollah in Southern Lebanon 
a few years later and appears to be relevant to other 
conflicts as well.29 Two Secretaries of Defense in the 
United States found the concept useful,30 and numer-
ous other military leaders, including Chiefs of Staff of 
the Army and several Joint leaders, recognized that 
current “bins” were not matching up with contempo-
rary conflict.31 Hybrid threats are now part of the lexi-
con used by the senior levels of the U.S. military in the 
Quadrennial Defense Reviews, in national-level intel-
ligence reports on the future character of war, and 
in various top-level documents of other countries.32 
Some European military analysts, pushed by Russia’s 
example, have also embraced the hybrid evolution as 
a feature of contemporary conflict.33

TABLE 1

Countries with the Most Terrorist Attacks in 2014 
The number of terrorist attacks worldwide jumped 35 percent from 2013 to 2014, and fatalities rose 81 percent. 
The majority of these attacks (60 percent) occurred in just fi ve countries. 

Source: U.S. State Department, “Country Reports on Terrorism 2014,” p. 5, Table 2, 
http://www.state.gov/j/ct/rls/crt/2014/239416.htm (accessed July 8, 2015).  heritage.org

Total Attacks Wounded Fatalities Average Killed per Attack

Iraq 3,370 14,956 6,378 3.07

Pakistan 1,821 4,989 2,315 0.99

Afghanistan 1,591 3,717 3,111 2.92

India 763 717 405 0.59

Nigeria 662 457 1,817 12.08

Syria 232 1,773 1,074 8.24

Worldwide 13,463 34,791 32,727 2.57
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The term “hybrid” reflects more than a 
cross-breeding or blurring of regular and irregu-
lar tactics. It was originally defined as involving 

“Any adversary that simultaneously and adaptive-
ly employs a fused mix of conventional weapons, 
irregular tactics, catastrophic terrorism, and crim-
inal behavior in the battlespace to obtain desired 
political objectives.”34 The crime, socially disrup-
tive behavior, and mass terrorism aspects of hybrid 
warfare should not be overlooked, but the fusion of 
advanced capabilities with the fluidity of irregu-
lar tactics is key and has been borne out repeatedly 
over the past decade. Hybrid theory is also seen in 
Russian campaigns in Georgia and Ukraine.35 In the 
Crimea, Russia demonstrated that it had learned 
from its performance in Georgia in 2008 and had 
sought more indirect and hybrid methods.36 This 
was hardly new or “ambiguous,” but it was effective 
under very unique circumstances. This led the Sec-
retary General of NATO in Brussels to employ the 
term as well.

Putin is certainly not reinventing warfare, but a 
new generation of leaders, spawned within the KGB, 
are clearly applying long-standing Russian concepts 
of protracted conflict that are not well understood 
by Americans.37 The chief of Russia’s general staff 
noted in 2013 that “War and peace, are becoming 
more blurred. Methods of conflict have changed, 
and now involve the broad use of political, econom-
ic, informational, humanitarian and other non-mil-
itary measures.”38 What some call the “Gerasimov 
Doctrine” is consistent with the trends identified 
by U.S. military theorists and the intelligence com-
munity about hybrid threats. For this reason, hybrid 
warfare is now an explicit discussion point at NATO 
and major European think tanks.39

It also applies to Iranian doctrine and exercises.40 
Hybrid threat theory is most often tied to ground con-
flicts, but Iranian naval force investments and exer-
cises clearly demonstrate that high-tech, swarming, 
hybrid war at sea is possible.41 Iran’s mixture of fast 

but lethal small boats, mini-submarines, mines, ille-
gal seizures, advanced anti-ship cruise missiles, and 
threats to interdict vital oil lanes is very representa-
tive of a hybrid maritime threat.

Some analysts have recently conflated hybrid 
threats “with incremental approaches to remain 
below the threshold of intervention from the U.S. 
or our allies.”42 Such an extension of hybrid threat 
theory is understandable given the theory’s sourc-
ing from Russian and Chinese writings, which 
deal with the fusion of various non-military tools 
(finance, propaganda, lawfare, etc.) with threats 
of force. However, as noted earlier, the “below the 
threshold” idea fits better with gray zone or ambig-
uous conflicts, which involve conflict activity short 
of violence. Hybrid threats ably combine various 
modes of fighting in time and space, with attendant 
violence in the middle of the conflict spectrum. 
Gray zone conflicts do not cross that threshold 
and use a different mix of methods, entirely short 
of bloodshed.

Unconventional Conflict
Some authors have advanced the concept that we 

need to reinvigorate U.S. capacity to engage in “war-
fare” with greater agility at lower levels short of war. 
Max Boot and Dave Maxwell have noted American 
deficiencies in responding to foreign sources of con-
flict that the United States used to deal with during 
the Cold War.43 They have refreshed George Ken-
nan’s arguments from the 1950s for the institution-
alization of U.S. capacity for political warfare, which 
Kennan defined as:

the employment of all the means at a nation’s com-
mand, short of war, to achieve its national objec-
tives. Such operations are both overt and covert. 
They range from such overt actions as political 
alliances, economic measures, and “white” pro-
paganda to such covert operations as clandestine 
support of “friendly” foreign elements, “black” 

FIGURE 1

Spectrum of Conflict in Unconventional Warfare

heritage.org

Gray Zone/Ambiguous Irregular/Terrorism Hybrid Limited Conventional Theater Conventional 
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psychological warfare and even encouragement 
of underground resistance in hostile states.44

Kennan’s definition of political warfare is mislead-
ing. His concept has little to do with warfare per se; it is 
largely about non-military efforts associated with sub-
version or counter-subversion. While these can have a 
political element to them, in terms of aiding political 
groups and factions, the range of efforts involved goes 
beyond the diplomatic and political sphere.

But there is little doubt that unconventional war-
fare and the types of techniques included in Ken-
nan’s definition of political warfare are relevant to 
the 21st century.45 Unlike other forms of warfare in 
the proposed spectrum of conflict, unconvention-
al warfare does not fit easily within a spectrum in 
terms of the scale of violence. Moreover, unconven-
tional warfare can occur concurrently with other 
methods in both peace and war. Thus, it is depicted 
in Figure 1 as ranging across the entire spectrum, 
not just by the intensity of violence.

This concept would seem to have great merit as 
a response to both Russian and Chinese actions in 
gray zone conflicts, since neither state embraces the 
idea that war and peace are binary conditions. Both 
of them, as well as other strategic cultures, envision 
a more complex continuum of cooperation, compe-
tition, collaboration, and conflict. Moreover, many 
other nations do not organize their government 
institutions with the same black-and-white military 
and non-military distinctions as the U.S. maintains. 
There is evidence that some components of the U.S. 
military are devoting intellectual capital to this 
issue,46 and Congress has shown interest in assess-
ing U.S. capabilities in this domain. By its nature, 
a U.S. capacity for unconventional warfare would 
involve the ability to develop and execute a strategy 
that tightly integrated measures needed to counter 
the subversion, propaganda, and political actions of 
gray area conflict short of actual warfare.

Experience with the Russians, both during the 
Cold War and more recently, suggests that the 
admixture of political/economic/subversive activ-
ity remains an element of their operational art and 
one that we would be well advised to begin studying 
so that we can counter it.47 For example, the infor-
mation domain will be increasingly contested. Both 
states and non-state groups will exploit the Internet 
and other forms of social media across the conflict 
spectrum.48 We can expect to see cyber insecuri-
ty and information warfare attacks as part of any 

serious challenger’s portfolio, with such tools rapid-
ly evolving to the point where they should be consid-
ered a “combat arm” of the unconventional threat.49

Limited Conventional War
To the right of hybrid conflicts on the spectrum, 

we next consider “limited” wars. These are generally 
fought between state actors using conventional mili-
tary means but are bounded by such limiting consid-
erations as geographic boundaries, types of targets, 
or disciplined use of force.

When considering objectives being pursued with 
military means, one man’s limited war is admittedly 
another’s total war. As an example, the U.S. invasion 
of Iraq in 2003 was conceived and executed within 
the limited category. Overthrowing Saddam Hus-
sein’s regime by conventional force of arms was an 
absolute objective, and Hussein’s efforts to prevent 
its achievement made the war an unlimited event 
fought for survival, but the conduct of the war by the 
U.S. was highly disciplined in target selection, geo-
graphic setting, initial objectives, and the way in 
which military force was used.

Sir Lawrence Freedman has applied the term 
“limited conventional war” to describe the Ukrainian 
conflict,50 but there are two problems with this clas-
sification in this instance.

First, as a concept emanating from Cold War–era 
discussions of the application of nuclear weapons, it 
addresses Moscow’s objectives but says little about 
the details of Russia’s strategy or methods. In fact, 
most wars are inherently limited by objective or 
means of fighting. Clausewitz’s theoretical ideal of 

“absolute wars” is rarely pursued. Thus, the term has 
little intellectual value or granularity since it makes 
few useful distinctions other than stating the obvious: 
that Russia is not actively using the full range of its 
strategic arsenal. More particularly, it says little about 
Kiev’s perspective, as the dismemberment of Ukraine 
is hardly a limited matter for that government.

Second, limited wars are generally convention-
al wars, conducted by state actors that are relative-
ly open about operating short of their full military 
capacity in pursuit of limited aims. This is some-
thing that, because of Russia’s deliberate ambigu-
ity and opaqueness in its activities, is not terribly 
relevant or accurate with regard to the character of 
conflict in eastern Ukraine or the methods Russia is 
using to obtain its policy aims.

The challenge of characterizing any conflict 
aside, this remains a necessary and useful category 
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to describe conflicts between regional powers or by 
a major power along its borders, if only because it 
facilitates informed debate on corresponding pol-
icies, diplomatic and political responses, and one’s 
own military efforts.

Major Theater War
After more than 20 years of peace support, sta-

bility, and counterinsurgency operations in Africa, 
the Balkans, and the Middle East, many in the secu-
rity community have lost sight of the potential for 
major theater wars. In fact, a lot of pundits mistak-
enly believe that great-power competition and seri-
ous large-scale combat are things of the past. Sadly, 
they are wrong. There have been positive trends in 
reduced levels of interstate conflict for a generation, 
but several key conditions that buttressed that era of 
strategic stability are being eroded.

The prevailing American-led power structure 
has contributed to subdued levels of interstate con-
flict and war. However, that system and its attendant 
security are being challenged by major powers, abet-
ted by a reduced U.S. presence in key regions and 
diplomatic affairs relative to the Cold War era and 
by some regional players who are building up or pur-
suing nuclear weapons and acquiring other desta-
bilizing weapon systems. Alterations in the cur-
rent power system by China’s significant economic 
development and rapid military modernization, or 
by Russia’s more militaristic approach to its secu-
rity interests in Europe, the Arctic, and elsewhere, 
conceivably could produce circumstances in which 
great-power competition erupts into a war.51

Even academics favoring a less assertive for-
eign policy and a smaller U.S. military admit that 

“[h]istorically, transition periods marked by hege-
monic decline and the simultaneous emergence of 
new great powers have been unstable and prone to 
war.”52 The emergence of rising powers generates 
armed conflict with the existing predominant pow-
ers.53 Major conflict can also be generated by fears 
of declining powers that may be inclined to take far 
greater risks to preclude losing prestige or influence. 
Russia’s actions during the past two years give some 
clues as to the potentiality for interstate war from a 
power that cannot resolve its lost capacity to sustain 
its status or that seeks to deflect public attention 
from a declining domestic condition.

Great-power conflict is never inevitable, but for 
evidence of a disturbing trend, it should be noted 
that while U.S. military budgets are being reduced 

some 25 percent in real terms, aggregate military 
spending in Asia is on the rise and is now greater 
than total spending in Europe.54 Moreover, spend-
ing by European allies of the U.S. is down sharply as 
they attempt to reestablish their economic growth 
while holding on to social safety nets.

Declines in the preponderance of U.S. power in 
the Asia–Pacific theater have reduced conventional 
deterrence, and China’s military expansion could 
accelerate instability. The United States is chal-
lenged to demonstrate that it retains the ability to 
conduct military operations in the Asia–Pacific 
region and fulfill its treaty obligations to its allies. 
This requires a military capacity—one that is grow-
ing increasingly suspect—to achieve two critical 
U.S. objectives: maintaining freedom of the com-
mons (air, sea, space, and cyberspace) and limit-
ing the potential for large-scale regional conflict 
through deterrence. The goal, one strategist noted, 

“is to leave everyone in Asia believing that when it 
comes to solving regional problems, there are better 
answers than the force of arms.”55

In addition to great-power competition, conflicts 
can be stoked by weak leaders exploiting sectarian 
tensions for personal political benefit or buttressing 
their legitimacy by appeals to nationalism. This can 
produce aggressive or irrational acts. Nationalist 
fervor can spin out of control, inflating fears or goals 
beyond cold calculations of national interest and 
political compromise, which in turn can lead to gross 
miscalculation and aggressive actions that increase 
the odds of conflict. The possibility that this might 
occur in Asia cannot be overlooked. Meanwhile, in 
Europe, Putin often exploits the deepest chords of 
Russian nationalism and Orthodox Christianity to 
buttress his melting political capital.56

The combination of decreased American engage-
ment and military capacity with the overt aggres-
siveness of two authoritarian states that do not 
hesitate to flount accepted norms of internation-
al behavior is not helpful. The U.S. is facing the 
increased potential for major conflict between large 
states that have advanced and potent military capa-
bilities. Any comprehensive assessment of the over-
all force size, capabilities, and readiness levels of 
the U.S. military should raise concerns about the 
country’s ability to handle such a major crisis, even 
noting that perceptions of American weakness can 
prompt militarized opportunism.

America has entered an era in which its techno-
logical advantage is rapidly being eroded and its 
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military superiority is increasingly being challenged. 
This has led to calls from the Pentagon to energize 
efforts to seek a leap-ahead technology to offset its 
lost technical dominance.57

Given the high possibility of sustained small con-
flicts (gray, irregular, and hybrid), the potential inci-
dence of limited and major conflict also increases, 
because any American Administration can find itself 
without adequate means to deter or defeat attacks 
from opportunists or aggressor states.58 Moreover, 
readiness funding levels to cover the full range of 
training tasks needed for the spectrum of threats for 
which the military must be prepared are lacking.

The world has enjoyed a holiday from major-pow-
er war for quite some time. The aggregate effect of 
America’s potent strategic deterrent, military pre-
paredness, and robust alliances produced a long 
peace. All of these contextual conditions are now at 
risk as a consequence of sequestration and the West’s 
reduced willingness and capacity to take active mea-
sures to sustain an international order that was care-
fully designed and sustained to preserve peace. As 
former Pentagon official Dov Zakheim has observed, 

“The whittling away of American preeminence that 
we have witnessed over the past decade was not 
foreordained. It was the product of conscious choic-
es….”59 We should consciously reset those choices to 
be better prepared for tomorrow’s conflicts.

Conclusion
The U.S. national security community should 

avoid narrow categorizations. The black-and-white 
distinction between war and peace, or traditional 
war and irregular war, makes for nice, simple boxes, 
but the real world is not so easily categorized. In fact, 
some adversaries seek to exploit U.S. paradigms and 
the gaping institutional seams that they create. 

Rather, we need to embrace the fact that future 
opponents have their own ideas about how to fight, 
and they tend to mix and match those ideas with 
deliberate combinations of modes of conflict. Hard-
wired and quaint notions of declared wars between 
states with symmetrically equipped armies and 
navies facing each other on defined battlegrounds 
are no longer helpful. The U.S. must expand its defi-
nitions and concepts beyond its history, cultural 
biases, and organizational preferences. Ultimately, 
its security is predicated upon its national securi-
ty community’s being aware of the enduring conti-
nuities of war and possessing an adaptive ability to 
counter the many forms that warfare can take.

The United States faces adversaries capable of 
using strategies and techniques across the entire 
conflict spectrum. It must not give ground in gray 
zone conflicts if its interests are challenged. Europe 
and the Middle East today are a Petri dish of hybrid 
conflict,60 and the Defense Department’s current 
leadership team understands this evolving hybrid 
challenge.61 The U.S. needs to prepare for that, and 
reinvigorating its unconventional conflict capability 
will help.62 We should not lose sight of the reality that 
the “gold standard” for high-end conventional war is 
based on excellence in joint combined arms warfare.

Large-scale conflict between states is not a relic 
of history. The potential for interstate war still exists 
and is arguably increasing. It is the most demanding 
form of war with the most costly of consequences, 
and the U.S. is less prepared for it than it should be—a 
concern raised in the bipartisan Independent QDR 
Report, which found that the U.S. is seriously short-
changing its national security interests.63 Appreciat-
ing the broad range of challenges and threats we face 
is the first step toward recognizing a growing danger.
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